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[bookmark: _Toc193310388]Introduction
The Horizon Europe Model Grant Agreement requires a data management plan (‘DMP’) to be established and regularly updated. In the bi0SpaCE project, this requirement will be addressed via the creation and submission of the following deliverables:
· D1.1 Data Management Plan (DMP) v1 	due: M06
· D1.3 Data Management Plan (DMP) v3	due: M36
· D1.5 Data Management Plan (DMP) v2 	due: M18
The following questionnaire aims to serve as the primary input source for creating the DMP v1. Therefore, all partners are kindly requested to complete the questionnaire and provide their input. 
The questionnaire follows the structure as depicted below:
· Data Summary focuses on questions about any data to be generated/collected or re-used, types and formats of data, the purpose and relation to project objectives, expected data size, and origin.
· FAIR Data includes questions aiming to address making data findable, accessible, interoperable, and reusable by describing persistent identifiers, metadata provisions, repository arrangements, data accessibility and restrictions, interoperability standards, and measures to increase data re-use.
· Allocation of Resources delves into the costs of making data FAIR, covering direct and indirect expenses, funding sources, the assignment of data management responsibilities, and the resources required for long-term preservation and data retention decisions.
· Data Security addresses the measures implemented for data security, including data recovery, secure storage, archiving, and transfer of sensitive data, along with the assurance of safe storage in trusted repositories for long-term preservation and curation.
· [bookmark: _GoBack]Finally, Other issues examine the use of national, funder, sectorial, or departmental procedures for data management, listing and briefly describing the chosen procedures. 
[bookmark: _Toc193310389]Partner Information
	Partner Information

	Partner Name
	Partner Acronym
	Corresponding person (email)
	Example@email.com
	Name of the Dataset
	Please Specify the name of the dataset
	Name of the Use Case
	Please Specify the use case that this dataset will be used
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	Data Summary

	1. What is the purpose of the dataset and its relation to the project’s objectives?

	Click or tap here to type your answer.
	2. What is the expected volume of the dataset that will be collected/generated or re-used?

	Click or tap here to type your answer.

	3. What type of data will be collected/generated or re-used? (select all that apply)

	☐ Text
☐ Image
☐ Audio 
☐ Video
☐ Numeric data (e.g., measurements, statistics)
☐ Geospatial data (e.g., maps, GPS coordinates)
☐ Other (Please specify): Click or tap here to type your answer.

	4. In what format(s) will data be collected/generated or re-used? (select all that apply)

	☐ Plain Text
☐ PDF
☐ CVS
☐ JSON 
☐ XML
☐ RDF
☐ Image formats (JPEG, PNG, etc.)
☐ Audio formats (MP3, WAV, etc.)
☐ Video formats (MP4, AVI, etc.)
☐ Other (Please specify): Click or tap here to type your answer.

	5. Will the data be structured or unstructured?

	☐ Structured (data that has a defined schema or format)
☐ Unstructured (data that does not have a defined schema or format)
☐ Both structured and unstructured
☐ Not sure at this stage

	6. If the data is structured, what will be its structure? (Select all that apply)

	☐ Spreadsheet (e.g., Excel, Google Sheets)
☐ Hierarchical structure (e.g., XML, JSON)
☐ Graph structure (e.g., RDF, OWL)
☐ Other (Please specify): Click or tap here to type your answer.

	7. Can you estimate the expected volume of data that will be collected/ generated or re-used in the project?

	Click or tap here to type your answer.
	8. Will you re-use any existing data?

	☐ Yes          ☐ No          ☐ Not sure yet

	9. If you answered “yes” to the previous question, what is the source of these data?

	☐ Publicly available dataset or repository
☐ Privately owned dataset or repository
☐ Previously generated by the project team 
☐ From previous research conducted by others
☐ Other (please specify):Click or tap here to type your answer.

	10. What criteria did you use to determine the sustainability of the existing data? 
(select all that apply)

	☐ Data quality
☐ Data format and compatibility
☐ Data relevance to the project’s objectives 
☐ Availability of the metadata
☐ Compliance with legal and ethical requirements
☐ Other (please specify):Click or tap here to type your answer.

	11. Are there any limitations or restrictions to re-use the existing data, such as copyright?

	☐ Yes          ☐ No          ☐ Not sure yet

	12. Have you obtained necessary permission or authorization from the data owner(s) 
to re-use the data?

	☐ Yes           ☐ No          ☐ Other (please specify):Click or tap here to type your answer.

	13. Have you applied any data aggregation, minimization or anonymization method 
to the original data?

	☐ Yes           ☐ No          ☐ Other (please specify):Click or tap here to type your answer.
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	FAIR DATA - Making data findable, including provisions for metadata

	14. Will you assign a unique identifier to the data to ensure it can be consistently identified 
and cited?

	☐ Yes          ☐ No          ☐ Not sure yet

	15. Which identifier scheme(s) will you use for your data? (Select all that apply)

	☐ DOI
☐ URN
☐ ARK
☐ PURL
☐ Other (please specify):Click or tap here to type your answer.

	16. Will rich metadata be provided to allow discovery?

	☐ Yes          ☐ No          ☐ Not sure yet

	17. If you answered “yes” to the previous question, which type of metadata will be used? 
(select all that apply)

	☐ Descriptive metadata (e.g., title, author, date, description)
☐ Administrative metadata (e.g., access restrictions, provenance, file format)
☐ Structural metadata (e.g., relationships between different data objects)
☐ Technical metadata (e.g., file size, resolution, software used)
☐ Other (Please specify): Click or tap here to type your answer.

	18. Will search keywords or tags be provided in the metadata to optimize discovery and then potential re-use?

	☐ Yes          ☐ No          ☐ Not sure yet

	19. If you answered “yes” to the previous question, how will you ensure that the keywords accurately reflect the content of the data?

	Click or tap here to type your answer.
	20. Will the metadata be made available through a repository or catalogue that can be searched and indexed by search engines or other discovery services?

	Click or tap here to type your answer.
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	FAIR DATA - Making Data Accessible

	21. Will the data collected/generated or re-used in the project be openly accessible?

	☐ Yes
☐ Yes, but restricted to certain communities
☐ Yes, but restricted to certain users
☐ No, confidential
☐ Other (Please specify): Click or tap here to type your answer.

	If the answer to the previous question is no, please skip questions 22-27

	

	22. How will the data be managed and stored to ensure that it remains accessible and re-useable over time? (select all that apply)

	☐ Data will be stored in a trusted repository
☐ Data will be stored in multiple locations to prevent loss 
☐ Data will be stored in an encrypted format 
☐ Data will be regularly updated or refreshed to maintain its usefulness 
☐ Data will be regularly checked for errors or inconsistencies
☐ Data will be regularly tested for security vulnerabilities
☐ Data will be regularly audited for compliance with ethical and legal requirements
☐ Data will be regularly backed up
☐ Data will be versioned to track changes over time 
☐ Data will be made available in open and standardized formats 
☐ Data will be assigned persistent identifiers to ensure findability
☐ Data will be anonymized or de-identified if necessary
☐ Access to data will be controlled through a formal access policy
☐ Other (Please specify): Click or tap here to type your answer.

	23. Which repository will be used to deposit the data and ensure its long-term preservation and accessibility?

	Click or tap here to type your answer.
	24. Have you checked if the selected repository meets the relevant standards for data management and preservation?

	☐ Yes          ☐ No          ☐ Not sure yet

	25. Will the repository assign a persistent identifier to the data, such as DOI or URN, and ensure that the identifier resolves to the digital object?

	☐ Yes          ☐ No          ☐ Not sure yet

	26. If a software is required to read or access the data, how will you ensure it?

	☐ Documentation to the software will be included
☐ Reference to the software will be included 
☐ Both documentation and reference to the software will be included 
☐ No software is required to access or read the data
☐ Other (Please specify): Click or tap here to type your answer.

	27. Is an embargo period placed on the data? If so, what is the duration of the embargo and why it is needed?

	Click or tap here to type your answer.
	If the answer to question no. 21 is yes, please skip questions 28-33

	

	28. If they are any restrictions on data access, what are the reasons for them?

	☐ Legal and ethical reasons 
☐ Contractual obligations
☐ Confidentiality
☐ Other (Please specify): Click or tap here to type your answer.

	29. How will these restrictions be enforced?

	Click or tap here to type your answer.
	30. If access to data is restricted, how will access be granted to approved users, both during the project and after the end of the project?

	☐ Password-protected access
☐ User authentication process
☐ Other (Please specify): Click or tap here to type your answer.

	31. What measures will be put in place to verify the identity of users accessing the data?

	☐ User registration process
☐ Two-factor authentication
☐ Other (Please specify): Click or tap here to type your answer.

	32. Will the metadata describing the data collected/generated or re-used be openly accessible?

	☐ Yes, metadata will be openly accessible and licensed under a public domain dedication such as CC0
☐ Yes, metadata will be accessible, but not licensed under any public domain dedication.
☐ No, metadata will not be available.
☐ Other (Please specify): Click or tap here to type your answer.

	33. Will the metadata be structured in accordance with relevant disciplinary or general standards to facilitate discovery and interoperability?

	☐ Yes, disciplinary standards will be followed 
☐ Yes, general standards will be followed
☐ Yes, both disciplinary and general standards will be followed
☐ No, standards will not be followed
☐ Other (Please specify): Click or tap here to type your answer.

	34. Will the metadata include sufficient information to enable accessibility to the data, such as links to data or instructions for accessing it?

	☐ Yes, links to data will be provided 
☐ Yes, instructions for accessing the data will be provided
☐ Yes, both links and instructions will be provided
☐ No, neither links nor instructions will be provided
☐ Other (Please specify): Click or tap here to type your answer.

	35. How long will the metadata be available, and how it will be maintained over time?

	Click or tap here to type your answer.
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	[bookmark: _Hlk131062162]FAIR DATA - Making data interoperable

	36. Will you follow community-endorsed best practices?

	☐ Yes          ☐ No          ☐ Not sure yet

	37. If you answered “yes” to the previous question, which vocabularies, standards, formats or methodologies will you follow to make your data interoperable and allow data exchange and re-use across disciplines? (select all that apply)

	☐ Dublin Core 
☐ Darwin Core 
☐ DataCite schema
☐ ISO/IEC 11179 
☐ EML (Ecological Metadata Language)
☐ FGDC (Federal Geographic Data Committee) metadata standard
☐ Other (Please specify): Click or tap here to type your answer.

	38. If standards do not exist in your discipline, how will your data be structured to enable interoperability?

	Click or tap here to type your answer.

	39. If you need to use project-specific or uncommon ontologies or vocabularies, how will you ensure they are interoperable? (select all that apply)

	☐ Provide mappings to more commonly used ontologies
☐ Work with experts in the field to ensure compatibility
☐ Not applicable
☐ Other (Please specify): Click or tap here to type your answer.

	40. Will you publish the ontologies or vocabularies generated in the project to enable others to re-use, refine or extend them?

	☐ Yes          ☐ No          ☐ Not sure yet

	41. Will your data include qualified references to other data (e.g. other data from your project, or datasets from previous research) to enable users to contextualize, understand, and re-use them?

	☐ Yes, all relevant data will be referenced and properly cited
☐ Yes, but only the most important or relevant data will be references
☐ No, the data will not include any reference to other data
☐ Other (Please specify): Click or tap here to type your answer.

	42. How will you ensure that the references are accurately recorded and that the linked data remain accessible over time? (Select all that apply)

	☐ By using persistent identifiers such as DOIs or URNs
☐ By following relevant standards and best practices for data citation
☐ By providing detailed documentation on how to access the referenced data
☐ By ensuring the referenced data is deposited in trusted repositories with proper preservation and access policies 
☐ Other (Please specify): Click or tap here to type your answer.
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	FAIR DATA - Making data Re-Usable

	43. Will the data generated/collected or re-used during the project be usable by third parties?

	☐ Yes          ☐ No          ☐ Not sure yet

	44. When will the data be available for re-use? (select all that apply)

	☐ During the project duration 
☐ After the project end 
☐ Not sure yet
☐ Other (Please specify): Click or tap here to type your answer.

	45. How long you intend to make the data available for re-use?

	Click or tap here to type your answer.

	46. How will you ensure the data remains accessible and re-usable over time? (select all that apply)

	☐ Data will be stored in a trusted repository
☐ Data will be stored in multiple locations to prevent loss 
☐ Data will be stored in an encrypted format 
☐ Data will be regularly updated or refreshed to maintain its usefulness 
☐ Data will be regularly checked for errors or inconsistencies
☐ Data will be regularly tested for security vulnerabilities
☐ Data will be regularly audited for compliance with ethical and legal requirements
☐ Data will be regularly backed up
☐ Data will be versioned to track changes over time 
☐ Data will be made available in open and standardized formats 
☐ Data will be assigned persistent identifiers to ensure findability
☐ Data will be anonymized or de-identified if necessary
☐ Access to data will be controlled through a formal access policy
☐ Other (Please specify): Click or tap here to type your answer.

	47. Will you provide sufficient documentation and metadata to enable others to understand and re-use the data?

	☐ Yes          ☐ No          ☐ Not sure yet

	48. Will the documentation include information on data provenance, including information on how it was collected, processed, and analyzed, and variable definitions to help other understand and reproduce your analysis?

	☐ Yes          ☐ No          ☐ Not sure yet

	49. Who are the potential beneficiaries of the data that you will collect/generate or re-use? 
(select all that apply)

	☐ Researchers in the same field
☐ Researchers in other fields
☐ Industry partners or companies
☐ Government bodies or policymakers
☐ Non-governmental organization or advocacy groups
☐ General public
☐ Other (Please specify): Click or tap here to type your answer.

	50. What is the potential impact of the data on the wider research community, industry or society? (select all that apply)

	☐ Advancing scientific knowledge and discovery
☐ Driving innovation and economic growth 
☐ Informing policy and decision-making 
☐ Improving public health and well-being
☐ Enhancing education and training
☐ Fostering international collaboration and partnerships 
☐ Other (Please specify): Click or tap here to type your answer.
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	Allocation of Resources

	51. What are the estimated costs for making your data FAIR, including costs related to storage, curation, and dissemination?

	Click or tap here to type your answer.

	52. How will these costs be covered?

	Click or tap here to type your answer.

	53. What are the resources necessary for long-term preservation?  

	Click or tap here to type your answer.
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	Data Security

	54. Have you identified the potential risks or threats related to data, such as unauthorised access or data loss?

	☐ Yes          ☐ No          ☐ Not sure yet

	55. Have you developed a mitigation plan for those risks or threats?

	☐ Yes          ☐ No          ☐ Not sure yet

	56. What provisions are or will be in place for data security (including measures for data recovery, secure storage and transfer)?

	Click or tap here to type your answer.

	57. Will the data be safely stored in trusted repositories for long-term preservation and curation?

	☐ Yes          ☐ No          ☐ Not sure yet

	58. Have you identified the relevant ethical and legal frameworks for data security and privacy, such as GDPR or other data protection regulations?

	☐ Yes          ☐ No          ☐ Not sure yet

	59. What measures will be in place to ensure compliance with these frameworks?

	☐ Obtaining informed consent from participants
☐ Anonymizing or de-identifying sensitive information
☐ Implementing access control mechanisms for authorized personnel only
☐ Other (Please specify): Click or tap here to type your answer.

	60. How will you ensure that data security and privacy considerations are integrated into processes and activities throughout the project duration?

	☐ Including data security and privacy considerations in the work planning and design
☐ Setting regular reminders or providing ad-hoc training on data security and privacy to the team involved
☐ Periodically reviewing and updating data security and privacy measures 
☐ Other (Please specify): Click or tap here to type your answer.

	61. Does your organization have appointed a Data Protection Officer?

	☐ Yes          ☐ No          ☐ Other (please specify):Click or tap here to type your answer.

	62. What measures will you put in place to ensure that data security and ethical considerations are addressed throughout the project lifecycle?

	☐ Implementing appropriate access controls and encryption
☐ Conducting privacy impact assessment
☐ Ensuring compliance with relevant ethical and legal requirements
☐ Other (please specify):Click or tap here to type your answer.
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	Other Issues

	63. Have you identified any other relevant national, sectorial, or departmental procedures for data management, and if so which ones?

	Click or tap here to type your answer.

	64. What are the specific requirements or recommendations associated with these policies or procedures, and how they will be taken into consideration during the project implementation?

	Click or tap here to type your answer.

	65. How will you ensure that any external policy or procedure is integrated into the project activities and processes?

	Click or tap here to type your answer.

	66. Will you monitor and evaluate compliance with any external policies or procedures, and how will you ensure that any necessary updates or changes are made to the project activities or processes?

	Click or tap here to type your answer.
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